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ABSTRACT
An I2C device usually can be controlled by an SMBus host, but there are hardware and
software differences with which a designer must deal. This paper offers solutions for
this issue.

Introduction
There are systems in which it is desirable to control an I2C device with an SMBus host, to simplify the
systems and reduce cost. Generally it is possible to do this, but there are hardware and software
differences between the 2 buses that must be considered to achieve compatibility. This paper examines
these differences and recommends measures to ensure success. (1)

(1) For full details consult SMBus and I2C specifications. SMBus version 2.0 and I2C version 2.1 were used here.

General Comparison
SMBus is built on I2C and is therefore generally compatible with I2C devices, though not in all respects.
SMBus Specification Version 2.0 includes an Appendix B that discusses differences in electrical
specifications between I2C and SMBus. The following 2 tables summarize the differences in DC (level)
and AC (timing) specifications and compatibility. Notes that follow the tables discuss a number of
differences in communication.

I2C allows several modes, Standard, Fast and High-Speed. Standard mode allows clock frequencies as
high as 100kHz while Fast and High-Speed modes are faster. SMbus allows clock frequencies only as
high as 100kHz, so it is not necessary to compare SMBus to any but I2C Standard mode.

DC (Level) Specification Differences

Std.I2C SMBus
PARAMETER UNIT COMPATIBLE?

MIN MAX MIN MAX
VIL Fixed level –0.5 1.5 – 0.8 V Y
Input LO Re. VDD –0.5 0.3 VDD N/A N/A V case-by-case

Fixed level 3 VDDmax + 0.5 2.1 – V NOVIH
Input HI Re. VDD 0.7 VDD VDDmax + 0.5 N/A N/A V case-by-case

VOL at 3mA 0 0.4 N/A N/A VVOL YOutput LO VOL at 350 µA N/A N/A 0 0.4 V
IPULLUP Pullup current N/A N/A 100 350 µA –
ILEAK Input leakage –10 10 -5 5 µA case-by-case

Specifications for SMBus VIH and a fixed-level I2C device are not compatible, but the following apply.
• If minimum VIH of a target I2C device is 2.1V or less, compatibility is ensured.
• If minimum VIH of a given SMBus system is 3V or higher, compatibility is ensured.

Compatibility of SMBus with an I2C device with VDD–relative VIL and VIH is ensured for VDD of 2.67 to 3.0
V, with maximum VIL of 0.8V and minimum VIH of 2.1V for the device. It is not ensured otherwise unless
compatible VIL and VIH can be verified for the system and/or the device.
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I C Single
2

-Byte Write

S SLAVE ADDRESS R/W A DATA A P

0 ( write )

SMBus Send Byte

S SLAVE ADDRESS R/W A DATA A P

0 ( write )

master to slave

slave to master

A = acknowledge (SDA LOW)

A = not acknowledge (SDA HIGH)

S = START condition

P = STOP condition

I C Single
2

-Byte Read

S SLAVE ADDRESS R/W A DATA A P

1 (read)

SMBus Receive Byte

S SLAVE ADDRESS R/W A DATA A P

1 (read)
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AC (Timing) Specification Differences

Std.I2C SMBus
PARAMETER UNIT COMPATIBLE?

MIN MAX MIN MAX
fscl Clock speed – 100 10 100 kHz Y
tHD;DAT Data hold time 0 3.45 0.3 – µs Y

(but an I2C device must (only if a device does
hold internally 300nS) NOT stretch clock LO

time)

SMBus places a timeout period of 35ms on clock LOW state, after which a device holding the clock low
must release the clock bus. SMBus also permits master and slave devices to extend the clock LOW time
but limits the time extension. I2C has no similar specifications.

I2C and SMBus have the same specifications for clock and data rise and fall times, but I2C does not define
how these times apply to waveforms. SMBus defines them as the time for transition between (VILMAX –
0.15V) and (VIHMIN + 0.15V).

SMBus allows for bus arbitration in cases in which multiple transmitters generate Start commands at the
same time. I2C does not specify bus arbitration.

Addressing Compatibility
Generally 7- and 10-bit addressing are the same for the 2 buses. However, there are addresses with
assigned uses for one or the other of the 2 buses that may not be used as device addresses.
• 0000 1xx x = I2C HS-mode master code; SMBus reserved for future use.
• 0101 000 x = SMBus reserved for ACCESS.bus host.
• 0110 111 x = SMBus reserved for ACCESS.bus default address.
• 0001 100 x = SMBus Alert Response address.
• 1100 001 x = SMBus Device Default address.

Software Differences
SMBus protocols for message transactions are generally different from I2C data transfer commands. It is
still possible to program an SMBus master to deliver I2C data transfer commands unless the SMBus
master’s software is dedicated only to SMBus protocols. However, the SMBus data transfer command
form that includes what is called Packet Error Checking (PEC) must not be used with an I2C device.

The SMBus protocols “Send Byte” and “Receive Byte” are directly compatible with the I2C data transfer
commands “Single-Byte Write” and “Single-Byte Read”.

Figure 1. I2C Single-Byte Write and Read Compared to SMBus Send and Receive Byte

The SMBus specification does not define protocols identical to the I2C data transfer commands Multi-Byte
Write and Read. The closest SMBus protocols are Block Write and Block Read, which include Command
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I C
2

Multi - Byte Write

S SLAVE ADDRESS R/W A DATA A P

0 (write)

DATA A DATA A

SMBus Block Write

S SLAVE ADDRESS R/W A DATA A P

0 (write)

DATA A DATA ACO MMAND A BYTE COUNT A

OR Subaddress

For I C:  Data OR Subaddress
2

For I C:  Data
2

I C
2

Multi -Byte Read

S SLAVE ADDRESS R/W A SUBADDRESS A P

1 (read)

DATA A DATA A

Modified SMBus Block Read

S SLAVE ADDRESS R/W A DATA A P

0 (write)

DATA AA BYTE CT A

OR Slave Data with Master ACK

For I C:
2

Slave Data

SMBus Block Read

S SLAVE ADDRESS R/W A

DATA A P

0 (write)

DATA A

COMMAND Sr BYTE CT AA SLAVE ADDRESS R/W A

1 (read)

COMMAND

For I C:
2

Subaddress OR Slave Data with Master ACK

INCOMPATIBLE  because of Re-START

POTENTIALLY COMPATIBLE

www.ti.com Software Differences

and Byte Count bytes not found in the I2C sequences. The Command and Byte Count segments are
required to communicate required action and the number of data bytes to be transferred to SMBus
devices. However, if they can be programmed as a subaddress or data byte and an additional data byte,
Block Write can be used to write data to an I2C device. The I2C device will continue to increment its
subaddress and accept data bytes until it receives a Stop command.

Figure 2. I2C Multi-Byte Write Compared to SMBus Block Write

The SMBus protocol Block Read includes a re-Start after the Command byte to reverse the direction of
the transfer, so it is not directly compatible with the I2C data transfer command Multi-Byte Read. But if an
SMBus controller can be programmed to issue a protocol like a Block Write with a Read instruction rather
than a Write, it can communicate with an I2C device in the same way as Block Write.

Figure 3. I2C Multi-Byte Read Compared to SMBus Block Read

I2C includes a set of data transfer commands called combined format. These include both reads and
writes in a single command. Reads and writes are separated by a re-Start command followed by the slave
address, repeated, with the Read-/Write bit reversed to change the direction of transfer. In this respect
these commands are similar to SMBus Block Read. However, the SMBus protocols must begin with the
slave address, a WRITE command and a command byte, and so the re-Start is required to change
direction in SMBus Block Read. The SMBus protocols include not only the command bytes but byte count
bytes as well, as shown in the SMBus Block Write and Read sequences above. The use of these must be
modified as shown above for compatibility with I2C.

Clearly a controller dedicated only to SMBus protocols could not easily communicate a Multi-Byte Write or
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SMBus Block Write

S SLAVE ADDRESS R/W A DATA A P

0 (write)

DATA A PEC ACOMMAND A BYTE CT A

For I C:  Data OR Subaddress
2

For I C:  Data
2

PEC (Packet Error Checking or Packet Error Code) www.ti.com

Read to an I2C device. However, it is unlikely that controllers will be so restricted. The basic
communication pattern, a series of bytes each followed by an ACK, is the same for both buses. So a
controller with even minimal flexibility should be able to structure sequences that communicate either
SMBus protocols or I2C data transfer commands. Such a device could work compatibly with both types of
devices. It is necessary to review the details of the 2 bus specifications to ensure this.

PEC (Packet Error Checking or Packet Error Code)
A Packet Error Code may be attached to most SMBus commands for error checking. There is no
corresponding transaction defined for I2C. The following diagram illustrates one case of an SMBus
command with PEC, a Block Write with the PEC as its last transmitted byte.

Figure 4. SMBus Packet Error Checking (PEC)

There is a risk of register corruption if an SMBus send or write command that includes a PEC is directed
to an I2C device. Typically an I2C device will increment its register address with each succeeding write.
Since it will not be able to distinguish a PEC from a data byte, it will write the PEC to the next address
after the address for the last legitimate write, corrupting the next register. Of course, adding a PEC to a
transaction with an I2C device is an error, since the device cannot know what it is.

Other Software Differences
There are differences in the use of the NACK signal. It is necessary to allow for these to ensure
compatibility.
• An I2C slave receiver is allowed to NACK the slave address, if it is unable to receive (for example,

because it is performing some real time task). The master can then generate a STOP signal or a
repeated START signal to repeat the transfer. SMBus requires devices always to acknowledge their
own addresses, to ensure detection of a removable device on the bus.

• An I2C slave may acknowledge its own address but later in the transfer decide that it cannot receive
any more data. The device may indicate this by generating a NACK on the first byte to follow.

• SMBus can use the NACK also to indicate the reception of an invalid command or data.

Summary
This is not a complete catalog of differences between the 2 buses. A comprehensive review of these is
beyond the scope of this paper, though it attempts to cover the majority of the ground between them.
Generally SMBus is compatible with I2C devices, but there are a number of differences that can make
them incompatible. These differences must be considered and corrections provided where they produce
incompatibility.

Many I2C devices comply with SMBus hardware requirements in spite of being I2C compatible or
compliant. These devices can operate directly from the hardware signals from an SMBus master. It is
necessary to compare specifications for the target device to SMbus requirements and even the
specification for the SMBus host to determine this.

Similarly it will typically be possible to program an SMBus master to communicate correctly with an I2C
device. In some cases the SMBus master must be programmed with commands that are not found in the
SMBus specification. Also, it will always be necessary to avoid using a PEC in a transaction between an
SMBus master and an I2C device. Generally, though, SMBus masters will be flexible enough in their
programming to accommodate these needs.
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