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ABSTRACT

The TM4C129x MCU is a highly-connected 32-bit Arm® Cortex®-M4F microcontroller with integrated Ethernet
MAC and PHY and a wide variety of wire communication peripherals. This application report demonstrates
various Ethernet application examples based on the TI-RTOS NDK - a platform for development of network
enabled applications on Tl embedded processors. The EK-TM4C1294XL LaunchPad™ Development Kit for
which the examples are run on is an evaluation platform for the TM4C129x Ethernet MCUs.

Project collateral and source code discussed in this document can be downloaded from the following URL:
https://www.ti.com/lit/zip/spma080.
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1 Introduction

The Network Developer’s Kit (NDK) is a platform for development and demonstration of network enabled
applications on Tl embedded processors. The code included in the NDK is generic C code which runs on a
variety of Tl devices.

Network Libraries / Network Services

User Application (HTTP, MQTT, ...)

BSD (Standard)

v | |

Ethernet (NDE) WiFi NS OpenThread
SINetlfNDK SlwStack slistack
TLS Stack TLS Stack TLS Stack
Metwork Stack Nebwork Stack Network Stack

Figure 1-1. Components of a NDK-Enabled Application

In Figure 1-1, the user application can make calls using the standard BSD sockets APIs, or it can directly call
into the SINetSock layer to communicate with a network connection. The SINetSock layer is a stack-independent
layer between the user application and the service-specific stacks.

The NDK is designed to provide a platform-independent, device-independent, and RTOS-independent API
interface for use by the application.

NDK is a networking component of TI-RTOS - a scalable embedded tools ecosystem for Tl devices. TI-
RTOS scales from a real-time multitasking kernel (SYS/BIOS) to a complete RTOS solution with middleware
components and device drivers.

The main focus of this application report is to illustrate the various Ethernet applications for TI-RTOS NDK. This
application report assumes the user has some basic understanding about TI-RTOS and NDK. If you are new to
TI-RTOS and NDK, refer to the below documents for details:

* Tl Network Developer’s Kit (NDK) User’s Guide

» Tl Network Developer’s Kit (NDK) APl Reference Guide
* TI-RTOS-MCU Overview — Product Page

* TI-RTOS for TivaC Getting Started Guide

* TI-RTOS User’s Guide

* SYS/BIOS (TI-RTOS Kernel) User’s Guide

1.1 TI-RTOS Download

Download TI-RTOS for Tiva C (TM4C) from: http://downloads.ti.com/dsps/dsps_public_sw/sdo_sb/targetcontent/
tirtos/index.html.
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1.2 License

TI-RTOS is under the BSD license. When downloading TI-RTOS, see the License Agreement.

1.3 XDCtools

# Setup - i

License Agreement W3 TExAS INSTRUMENTS

Please read the following License Agreement. You must accept the terms of this agreement
before continuing with the installation.

TI-RTOS SDE Source and Object Code Software License Agreement ~
Important - Please read the following license agreement carefully.

This is a legally binding agreement. After you read this license
agreement, you will be asked whether you accept and agree to the terms of
this license agreement. Do mot click "I have read and agree™ unless: (1)
you are authorized to accept and agree to the terms of this license
agreement on behalf of yourself or your company (as applicable); and (2)
you intend to be bound by the terms of this license agreement on behalf

nf womrself nr  wonr comnany fas annddicahlel

o ) 1 accept the agreement
Do you accept this license?
) 1 do not accept the agreement

< Back Next = Cancel

Figure 1-2. TI-RTOS License Agreement

XDCtools is a separate software component provided by Texas Instruments that provides the underlying tooling
needed for configuring and building SYS/BIOS, NDK and UIA. Normally, the XDCtools is automatically installed
as part of the Code Composer Studio™ (CCS) installation.

Part of TI-RTOS installation is to install XDCtools only if the versions needed by TI-RTOS has not already been
installed as part of a CCS or SYS/BIOS installation.

1.4 Versions

TI-RTOS version 2.16.xx.xx which contains NDK version 2.25.00.09 is the latest version for Tiva C (TM4C)

development.

The recommended XDCtools version for Tiva C (TM4C) is v3.32.0.06.

Note

Do not use any newer TI-RTOS versions than 2.16.xx.xx for Tiva C (TM4C). Do not use any newer
XDCtools versions than 3.32.0.06.
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1.5 Configuring NDK Modules

To configure the NDK and its components, the NDK allows you to use either C code to call functions or the
XGCONF configuration tool within CCStudio.

* C Code: Configure the application by writing C code that calls CfgNew() to create a configuration database
and other Cfg*() functions to add various settings to that configuration database. For details, refer to section
2.1 of SPRU523. This configuration method is recommended because it can be used with any RTOS
supported by the SDK.

* XGCONF: The XGCONF is a GUI within CCStudio to enable and set properties. When you create a project
using the TI-RTOS Kernel template, the project will contain a configuration file (*.cfg) that can be edited with
the XGCONF graphical editor in CCSstudio. The configuration file is processed during the build to generate
code that configures your application. This configuration method can be used only if your RTOS is the
TI-RTOS Kernel.

All examples presented in this application use XGCONF to configure the NDK modules.
1.6 Socket-Based API

The application examples provided in this application report use the standard BSD APIs for socket actions such
as accept, send, and receive. As shown in Figure 1-1, the standard BSD APIs are provided via SINetSock.

It is also possible to use the pure NDK style socket API functions. The NDK socket APIs will have the prefix

of NDK_*() as in NDK_accept(), NDK_send() and NDK_receive(). While the NDK_*() socket calls use a little
smaller footprint and have slightly better performance, the difference is small.

1.6.1 BSD Style Socket APls

Table 1-1 lists a typical BSD socket APIs. Figure 1-3 shows a simplified flowchart of a TCP client-server
communication using the BSD socket APIs. Figure 1-4 shows the APIs usage of a UDP communication.

Table 1-1. BSD Socket APIs

Function Category API Description

Socket connection socket Creates a new socket of a certain type,
identified by an integer number, and allocates
system resources to it.

bind Is typically used on the server side, and
associates a socket with a socket address
structure, i.e. a specified local IP address and
a port number.

listen Is used on the server side, and causes a
bound TCP socket to enter listening state.

accept Is used on the server side. It accepts a
received incoming attempt to create a new
TCP connection from the remote client, and
creates a new socket associated with the
socket address pair of this connection.

connect Is used on the client side, and assigns a free
local port number to a socket. In case of a
TCP socket, it causes an attempt to establish
a new TCP connection.

Receiving data recv Used for receiving data. Normally used only
on a connected socket.

recvfrom Used for receiving data. May be used to
receive data on a socket whether or not it is
connection-oriented.

Sending data send Used for sending data. Normally used for
TCP SOCK_STREAM connected sockets.

sendto Used for sending data. Normally used for
UDP SOCK_DGRAM unconnected datagram
sockets.
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Table 1-1. BSD Socket APIs (continued)
Function Category API Description
1/0 multiplexing poll Is used to check on the state of a socket in a

set of sockets. The set can be tested to see
if any socket can be written to, read from or if
an error occurred.

select Is used to suspend, waiting for one or more
of a provided list of sockets to be ready to
read, ready to write, or that have errors.

Closing connection close Close the TCP connection.
Socket options setsocketopt Is used to set a particular socket option for
the specified socket.
getsockopt Is used to retrieve the current value of
a particular socket option for the specified
socket.
Server Client
socket() socket()
A 4
bind()
listen()
¥ i
accept() [« —{ connect()
L 4 y
= recv() send() B
v v
— send() recv() [
v vy
close() close()

Figure 1-3. TCP Client Server Communication using BSD Socket APls
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Server Client
socket() socket()
bind() bind()

—| Recvfrom() sendto() |+

| sendto() » recvfrom() |—
close() close()

Figure 1-4. UDP Client Server Communication using BSD Socket APls

2 Application Examples

A collection of eight examples are presented here to show the TM4C129x MCU running either the Ethernet
server applications or client applications using TI-RTOS NDK.

Table 2-1. Application Examples

Example Type Description

enet_tcpecho_server _tirtos Server An echo server application using TCP
protocol. The server echoes back the packets
received from the client. Dynamic IP address
is acquired from a DHCP server.

enet_updecho_server_tirtos Server An echo server application using UDP
protocol. The server echoes back the
datagrams it receives from the client.

enet_httpServer_tirtos Server A HTTP web server application that is hosting
web pages.
enet_dns_tirtos Client A client application that requests the DNS

(Domain Name Server) server to translate
domains names into IP addresses, making
it possible for the DNS clients to reach the
origin server.

enet_sntp_tirtos Client A client application that reports the current
network time based on the SNTP (Simple
Network Time Protocol).

enet_tcpecho_client_tirtos Client An echo client application using TCP
protocol. The client sends a greeting
message to the server and echoes back the
packets it receives from the server.

enet_udpecho_client_tirtos Client An echo client application using UDP
protocol. The client sends a greeting
message to the server and echoes back the
datagrams it receives from the server.

enet_httpget_tirtos Client A client application that sends a HTTP GET
request to an internet server.
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3 Application Setup

3.1 Hardware Setup

A network router that connects to the internet

An Ethernet switch that connects devices to the LAN network. The switch is optional if you can connect the
devices to the router directly. Most of the home routers have the LAN ports for wired connections to devices.
A PC is used to:

— Debug the target device.

— Act as either a server or client to generate or respond to network traffic to/from the target device.

— Monitor the network traffic.

The EK-TM4C1294XL LaunchPad evaluation kit that runs the applications provided in this application report.

Internet

Figure 3-1. Hardware Setup for the Application Examples

3.2 Software Tools

Several tools are used to facilitate the debugging and testing of the application examples:

CCS. This IDE tool is used to debug the target device and build the application examples. CCS v10.1.1 and
T1 compiler v20.2.4.LTS are used for this application report.

SocketTest. A free small software tool that tests any server or client that uses TCP or UDP protocol to
communicate.

Wireshark. A free packet analyzer that is used for network troubleshooting and analysis in this application
report.

8
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4 Download and Import the Ethernet Examples

There are eight CCS project examples attached as collateral to this document. You can unzip the project or keep

it in the zip format. Both formats can be imported by CCS.

1. To import a project into CCS, first select “File” -> "Import”.

File

B

Edit Wiew Mavigate
Mew

Open File...

Project

Open Projects from File System...

Recent Files

Close

Close All

Save
Save As,..
Save All
Revert
Move...
Rename...

Refresh

Convert Line Delimiters To
Print...

Import...
Export...

Properties

Switch Workspace
Restart
Exit

Scripts  Window  Help
Alt+5Shift+MN >

Run

.

Ctrl+W
Ctrl+Shift+W

Ctrl+5

Ctrl+Shift+5

F5

Ctrl+P

Alt+Enter

Figure 4-1. Import CCS Projects Step 1
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2. Select “CCS Projects” to import the examples and then click “Next”.

File Edit WView Mavigate Project Run Scripts Window Help

N-EHRIDH B AP R EIC G

6@ Import i
Select

Imports existing CCS Eclipse projects into workspace. E 5 ]

Select an import wizard:

(= General
B C/Cr+
v (= Code Composer Studio

oz, Build Variables
{5] CCS Projects <«
1] Legacy CCSv3.3 Projects

= Energia

= Git

= Install

= Remote Systems

= Run/Debug

= Team

G‘ < Back Mext » Finish Cancel

Figure 4-2. Import CCS Projects Step 2
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3. Next, provide the path to either the unzipped project by selecting the first radio button or import the zip file
directly by selecting the second radio button. Click the “Copy projects into workspace”.

File Edit View Mavigate Project Run  Scripts Window Help

B-HRIEi%- BRI IS A D
@ Import CCS Projects O x|
Import CCS Projects N
Import existing CCS Projects or example CCS Projects. ; ,f:
>
(®) Select search-directony: | |* | Browse...
() Select archive file: * Browse..,
Discovered projects:
Select All
Deselect All
Refresh
[] Automatically import referenced projects found in same search-directory
Copy projects into workspace *
Open Resource Explorer to browse a wide selection of example projects...
1
@ '
.:3/' < Back Mext » Finish Cancel |
]
Figure 4-3. Import CCS Projects Step 3
SPMAO080 — APRIL 2021 TM4C129x Ethernet Applications for Socket-Based TI-RTOS NDK 1"
Submit Document Feedback

Copyright © 2021 Texas Instruments Incorporated


https://www.ti.com
https://www.ti.com/feedbackform/techdocfeedback?litnum=SPMA080&partnum=

I3 TEXAS
INSTRUMENTS
Download and Import the Ethernet Examples www.ti.com

4. After the project path is provided, a total of eight discovered projects will show up. First click the “Select All”
button and then click the “Finish” button to complete the import.

&P Import CCS Projects O *
. - "‘Ihi?-
Import CCS Projects [U/‘?
Import existing CCS Projects or example CCS Projects. -
() select search-directory: | | Browse...
@ Select archive file: | caUsers\ [l pocuments\Example code\enet_| Browse...

Discovered projects:

17 enet_dns_tirtos | Select All
C7 enet_httpget_tirtos
7 enet_httpServer_tirtos
C7 enet_sntp_tirtos Refresh
1 enet_tcpecho_client_tirtos

1 enet_tcpecho_server_tirtos

1 enet_udpecho_client_tirtos

L7 enet_udpecho_server_tirtos

Deselect All

Automatically import referenced projects found in same search-directory
Copy projects into workspace

Open Resource Explorer to browse a wide selection of example projects...

@' < Back Next = Finish Cancel

Figure 4-4. Import CCS Projects Step 4
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5 How to Create an Ethernet Application for TI-RTOS NDK

The best way to start developing a TI-RTOS NDK application is to reference an existing example. Follow the
steps below to view the NDK configuration for the enet_tcpecho_server_tirtos example.

1. Every TI-RTOS project will contain a *.cfg file if the XGCONF is the method used for configuration as
explained in Section 1.5. The *.cfg is used to add and configure various TI-RTOS and NDK modules and
parameters. First, right-click on the *.cfg file, see Figure 5-1.

2. Select “XGCONF” under the “Open With” submenu. Once done, you will first see a TI-RTOS Welcome page.

3. Click the “Global” in the “Outline” tab will lead you to the NDK Welcome page. Next click the “System
Overview” tab shown in box 5.

4. Various NDK modules will be displayed graphically as shown in Figure 5-1. For example, you will see TCP,
UDP and NAT modules in the Transport Layer. Depending on which modules/features you will need for your
application, you will click the modules to enable them. For this example, only the TCP, UDP and the IP
modules are enabled. Other examples in this application report may require different NDK modules to be
enabled. Once enabled, you will see a green check mark. For instance, clicking the Internet Protocol (IP)
module will take you to IP module configuration shown in Figure 5-2. Here you can enable the module and
choose to obtain the dynamic IP address automatically or you can provide the static IP address.

5. In box 5, various global NDK settings are partitioned into different tabs. Click on each one of them to get a
feel for what they are. See Figure 5-3 where “netOpenHook” is defined as a user supplied hook function. The
Network open hook function is called when the stack is ready to begin the creation of application supplied
network tasks. You can see the definition of this function in the tcpEchoHooks.c file of the project. Other
examples may use different hook functions. For instance, the enet_tcpecho_client_tirtos example will plug
the hook function for Network IP address hook because the client will wait until it obtains the IP address
before it attempts to connect to the server.

6. You can also directly edit the Javascript-like *.cfg file for both the TI-RTOS and NDK configurations.

&3 My CCS Ethernet NDK Examples - enet_tcpecho_server tirtos/tepEcho.cfg - Code Composer Studio - X

File Edit View Navigate Project Run Scripts Window Help

O-EBA-Ris-iE Frigvivera- Q ®lm

&5 Project Explorer 3 5% Y 8§ = 0 R *pEchocly & = B & oOutline 8 @ Target Configurations = &

;; ene:,nt(tp5§mer,t|nos " 5 TI-RTOS * Products * NDK * Networking - System Overview K L) = 3
1> enet_sntp_tirtos
£ enet_icpecho_dlient tirtos IWe come Scheduling Buffers Hooks Debug Advanced A | type filter text
~ &% enet_tcpecho_server tirtos [Active - Debug] @ BIOS
4 Binaries Application Layer @ Clock
@ Includes 4 @ Config (ti.drivers)
& Debug DHCP @ Config (ti.mw)
[8 Boardh @ Defaults
[g EK_TM4C1294XLc & Error
2 B = O
S v E2nEE P
i :iiii:z:j::f = - NGS' D;L : ::\;: (tisysbios.family.arm.m3)
1 G matetiieders pen N A : Ihjemory
£ eneludpecho servertitos | S1ow n LocalTerminl S Bt © Semiostsuppor
& Available Products 52 F S:plz g"f( E XGCONF | Transport Layer b zzywS.Mm
[opeiorion % paee P |3 nce e ‘ ‘ ‘ ‘ " o
~ %4 TI-RTOS Rename. 02 Default Editor ) & . Ti;
2 TIRTOS Other. ® Text
& Drivers IEmpUFl ! Network La S
B Monitors & ol yer
@ Products. Show Build Settings..

~ # XDCtools Build Selected File(s) P ‘ ‘ ICMP ‘ ‘ ROUTE ‘
(g System Clean Selected File(s) 2
i Dlenabte pus

R ( g
ggldor;\i;;;ﬁigﬂéﬁﬂﬁs N Zef:shA F5> TI-RTOS | Properties 6
 ndk_2_25_00_09 Teeamug N 5 {1 Problems 2 G el
 via_2_00_05_50 0 errors, 1 warning, 0 others
@ ns_1.11.00_10 éz;::erew\ﬁ:h : Des.crifx't-lir:-_- gr I - Resource Path Location Type

407M of 1167M | & enet tc Properties Alt+Enter =
Figure 5-1. NDK Configuration Using XGCONF
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[& tcpEcho.cfg 2 =
. S
» TI-RTOS ' Products* NDK'* Network Layer * IP - General Settings i 8, M
Advanced

The Ip module allows you to configure Internet Protocol.
Add the IP module to my configuration 1

- GZeraI IP Settings = IP Socket Options

Obtain IP address automatically Click here to access DHCP client settings Time to live (seconds) fd

IP address null 3Default type of service 0

IP mask 255.255.254.0 Maximum number of connections | 8

Gateway IP address 0.0.0.0 Connection timeout (seconds) 80

Domain name demo.net | Minimum send size (bytes) 2048

IP start index | 1 | Minimum read size (bytes) 1

Interface ID | 1 |

(] Enable port forwarding

[] Enable IP filtering

Maximum IP reassembly time (seconds) | 10 |

Maximum IP reassembly size (bytes) | 3020 |

Enable directed broadcast

Figure 5-2. IP Module Configuration
. < S
* TI-RTOS * Products * NDK'® Networking - Stack Hook Functions &0

Welcome System Overview Scheduling Buffers Debug Advanced

The NDK allows the user to specify a variety of hook functions, which will be called at various times in the application.

Stack thread hooks allow the user to run certain code from within the generated NDK stack thread function
'ti_ndk_config_Global_stackThread' function.

Metwork callback hooks allow the user to define the code that should run far the NDK callbacks 'ti_ndk_config_Global_serviceReport,
‘ti_ndk_config_Global_MNetworkOpen', ti_ndk_config_Global_NetworkClose' and the ‘ti_ndk_config_Global_NetworklPAddr',

~ Stack Thread Hooks ~ Network Callback Hooks

Stack thread begin hook | null | Status report hook null

Stack thread initialization hook | null | MNetwork open hook netOpenHook

Stack thread delete hook | null | MNetwark close hook | null |

MNetwork IP address hook | null |

Figure 5-3. Hooks Function Configuration
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6 Enet_tcpecho_server_tirtos Example Overview

The enet_tcpecho_server_tirtos example demonstrates an echo-server application running on the TM4C129x
MCU using Transmission Control Protocol (TCP) as the underlying transport layer protocol. TCP is a connection-
oriented protocol with built in error recovery and retransmission. The connection protocol is likened to a
telephone connection. Both the sender and the receiver need to handshake for the connection (for example,

the caller calls the number and the callee picks up the call) before communicating. The connection is there

until one party hangs up the connection. TCP is used by applications when guaranteed message and error-free
delivery is required.

In this example, the TM4C129x MCU is acting as a server. The NDK stack is configured for DHCP to
automatically acquire an IP address. Once acquired, the IP address is displayed on the CCS console window.
The echo-server is ready by this time. The server will listen for the connection from the client. Once the client
makes a connection the communication between the server and the client can start. The server implemented in
this example will read the received characters and then echo the characters back to the client.

6.1 Build and Flash the Program

First select the enet_tcpecho_server_tirtos as the active project. With the LaunchPad’s ICDI USB port connected
to the PC via the USB cable, build the project and load the program by clicking the Debug icon.

Click on the CCS User’s Guide if you are new to CCS.

lﬁl My CCS Ethernet NDK Examples - Tl Resource Explorer - Code Composer Studio

File Edit View MNavigate Project Run Scripts Window Help
orEea-ioisrigiwafhicero-

[ Project Explorer 2 S T
= enet_dns_tirtos
= enet_httpget_tirtos
= enet_httpServer_tirtos
= enet_sntp_tirtos
= enet_tcpecho_client_tirtos
= enet_tcpecho_server_tirtos [Active - Debug]
= enet_udpecho_client_tirtos
= enet_udpecho_server_tirtos

Figure 6-1. Debug CCS Projects

6.2 Check and Program the MAC Address

Every NIC (Network Interface Controller) on the network must be uniquely identified by a MAC address for
communications within a network segment. A MAC address is a 48-bit value represented as six octets of

two hexadecimal digits. MAC addresses are primarily assigned by the device manufactures. The first three
octets are the OUI (Organizationally Unique Identifier). The MAC address is normally pre-programmed on the
EK-TM4C1294XL LaunchPad board. There is also a sticker on the back of the LaunchPad with the written MAC
address. The pre-programmed MAC addresses will have the first three octets equal to 00:1A:B6 which uniquely
identifies Texas Instruments. If you have a virgin device then the MAC address is not pre-programmed. You must
program the MAC address yourself with the addresses that are allocated to your organization.

There are three tools to read and program the MAC address.
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6.2.1 Using The LM Flash Programmer

This tool is most suitable if you are using the EK-TM4C1294XL LaunchPad. The LM Flash Programmer only
supports the ICDI debug probe which is built-in on the LaunchPad. To check and program the MAC address
follows the below steps.

1. Open the LM Flash Programmer and go to the “Other Ultilities” tab.

2. Select the “MAC Address Mode” radio button.

3. Toread the MAC address, press the “Get Current MAC Address” button.
4. To program the MAC address:

a. first type the six-octet MAC address into the “MAC Address” field.

b. Next, click the “Commit MAC Address” checkbox. This commit will permanently store the MAC address
on the internal EEprom. If the commit is not checked, the MAC address just entered will be temporary
until the next power cycle.

c. Finally, press the “Program MAC Address” button to complete the programming.

m LM Flash Programmer - Build 1613 - >

Configuration l Program l Flash Utilities | Other Utilities Help

User Register Frogramming

(" Register Mode
(@ MAC Address Mode MAC Address: | 00-1A-B6-02-B4-BA  Program MAC Address

Get Current MAC Address | [¥ Commit MAC Address

The MAC Address will be stored in the UserD and Userl reqgisters.
Example: MAC Address of 00-1A-B6-00-02-74 will be stored
User 0 = 0x00B61AD0 User 1 = 0x00740200

Figure 6-2. MAC Address Programming Using LM Flash Programmer

6.2.2 Using CCS

CCS also has a built-in utility to program the MAC address. CCS is most suitable if CCS is your choice of IDE for
software development.

To read and program the MAC address, first go to “Tools” -> “On-Chip Flash”. The steps to read and program the
MAC address will be the same as described in Section 6.2.1.

ﬁ My CCS Ethernet LwIP Examples - enet_tcpecho_server_lwip/enet_tcpecho_server_lwip.c - Code Composer Studio
File Edit View Project Run Scripts Window Help

. R vigi@! [ B EREB-DOR - €~ iHin 20 9-ip
[t5 Project Explorer [ On-Chip Flash &2 = m
‘ type filter text ‘ *

MAC Address Mode
Memory Map ] ] !
GEL Files The MAC Address will be stored in the User0 and User1 registers.
I On-Chio Flach I Example: MAC Address of 00-1A-B6-00-02-74 will be stored as
ikl User 0 = 0x00B61A00 User 1 = 0x00740200
ARM Advanced Features
Program/Memory Load Options MAC Address:
Auto Run and Launch Options [ ] Commit MAC Address

Misc/Other Options

Cortex M Disassembly Style Options Program MAC Address | Read MAC Address Value

Figure 6-3. MAC Address Programming Using CCS
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6.2.3 Using UniFlash

UniFlash is a Tl standalone tool that supports programming of various Tl devices including the MAC address for
the TM4C129x MCU. UniFlash is most suitable if you are programming the MAC address on your custom board
where your debug probe is not a Stellaris ICDI although the Stellaris ICDI is also supported by this tool.

To read and program the MAC address, first go to the “Settings and Utilities” tab. The steps to read and program
the MAC address will be the same as described in Section 6.2.1.

UniFlash

UniFlash Session ¥  About

Configured Device : Stellaris In-Circuit Debug Interface > TIVA TM4C1294NCPDT [more info] [download cexml] CORTEX_M4_0 Disconnected:

Program Find and Configure Settings and Utilities

I Q, Search: = More Infa [+ N
Memory w UserRegister
Standalone Command Line User Register 0: 0x

O commit User 0

Program User 0 Read User 0 Value

User Register 1: 0x

O commit User 1

ProgramUser 1 | Read User 1 Value

MAC Address: 0-1a-b6-2-b4-ba

O commit MAC Address

Program MAC Address Read MAC Address Value

Note: The MAC Address will be stored in the User0 and User1 registers. Example: MAC Address of 00-1A-B6-00-02-74 will be stored as User 0 = 0x00B61A00|
User 1 = 0x00740200

Figure 6-4. MAC Address Programming Using Uniflash

6.3 Run the enet_tcpecho_server_tirtos Example

Connect the EK-TM4C1294XL LaunchPad to either the Ethernet switch or the router with an Ethernet cable as
shown in Figure 3-1. Run the example. With the CCS console window opened, you should see the IP address
(pointed by arrow) displayed and the server is ready as shown in Figure 6-5. Record the IP address as you
will need this information on the client side. Initially the server will be in a listening state waiting for the client to
connect to it. Therefore, to continue the rest of the example, a remote client needs to be setup.

B Console 1 BB | M By = O
TM4c129.coml:CIo

Starting the TCP Echo Server example o
System provider is set to SysMin. Halt the target to view any SysMin contents in ROV.
Service Status: DHCPC : Enabled : : oo

Service Status: DHCPC : Enabled : Running : 000

Metwork Added: If-1:192.168.254.92

Service Status: DHCPC : Enabled : Running : @17 7

Figure 6-5. Enet_tcpecho_server_tirtos Output
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Use the SocketTest tool that will act as the client running on the PC. Make sure the PC is connected to the same
network as the EK-TM4C1294XL with the same subnet mask.

Follow the steps shown in Figure 6-6 to setup the client:

1.

w N

Open SocketTest and enter the server IP address as well as the port number 23. Port 23 is the default Telnet
port number in TCP and UDP protocols. Finally, press the “Connect” button. In a short while the connection
with the server will be established and you are ready for a conversation with the server.

Go to the “Message” field and type in some messages and then hit the “Send” button.

The message you enter will be displayed in the conversation field. When the server receives the message, it
will echo back the message to the client.

& SocketTestv 3.0.0 — O pd

@ Client ] *Server | e Udp | =About |

ConnectTo
IP Address 192 168.254.92 1
Port 23 Port | Disconnect [] Secure

SockefTestv 3.0

Connected To = 192.168.254.92 [192.168.254.92] =
Conversation with host

TR T PP T
IS: Thisis a ?CF’ Echo Server example for TFRTOS NDK 3

his is a TCP Echo Server example for TF-RTOS MDK

Send 23\,3 |
r-p'lessage| | Send
Clear

Figure 6-6. SocketTest Client Configuration for Enet_tcpecho_server_tirtos

Examine the message “This is a TCP Echo Server example for TI-RTOS NDK” that was sent by the client to
the server. If you count manually, this message has a total length of 51 bytes including the two \n\r escape
characters. The \n is the New Line and \r is the Carriage Return character in the ASCII table.

As can be seen in the conversation field, the server echoes back the exact message.

Also, examine the Wireshark capture in Figure 6-7 for the Ethernet traffic.

1.

2.

The client (IP Address 192.168.254.69) sends the message to the server (IP Address 192.168.254.92). For
more information, see Figure 6-5 on the IP Address acquired for the server.

The server (IP Address 192.168.254.92) echoes back the message to the client (IP Address
192.168.254.69).

In Wireshark when you click on any row, it will expand with transaction details. Click the frame number
10938 to show the detail pertaining to the echoed message.

As you can see the length of the echoed message by the server is indeed 51 which is the same as what was
sent by the client.

The message content echoed by the server is displayed including the two \r\n escape characters.
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N ‘eth.addr == 00:1a:b6:02:b4:ba

No. Time Source Destination Protocol Length Info

—
10935 803.392857 192.168.254_02 1 TELNET 105 Telnet Data
1@ 35 92.1 9 ik 54.92 TCP Retran 1 23 [PSH, AC
10937 803.393517 1092.168.254.02 192.168.254.60 TCP 60 23 » 53121 [ACK] Seg=1 Ack=52 Win=973 Len=0
10938 803.394248 I192.168.254.92 192.168.254.69' TELNET 105 Telnet Data ...
10939 803.435497 192.168.254.69 192.168.254.92 TCP 54 53121 » 23 [ACK] Seq=52 Ack=52 Win=64189 Len=0

Frame 10938: 105 bytes on wire (848 bits), 185 bytes captured (840 bits) on interface \Device\NPF_{@8F83936-2E2B-4DCF-93F4-C535993CB419}, id @
Ethernet ITI, Src: TexasIns_02:b4:ba (00:1a:b6:02:b4d:ba), Dst: HP_bf:58:a8 (84:2a:fd:bf:58:a8)
Internet Protocol Version 4,]Src: 192.168.254.92, Dst: 192.168.254.69 | 3
Transmission Control Protocol, Src Port: 23, Dst Port: 53121, Seq: 1, Ack: 52I Len: 51 I 41
v Telnet
Data:IThis is a TCP Echo Server example for TI-RTOS NDK\r\n I E;

84 2a fd bf 58 a8 @@ la b6 02 b4 ba 08 00 45 00 ¥ X E
90 5b 0@ Ge 00 VO 40 @6 fc 9b c® a8 fe 5¢ c@ a8 [ @ \
fe 45 @@ 17 cf 81 7f 5¢c c¢6 @1 56 6d 86 35 50 18 E B Vm- 5P
84 00 87 a5 00 08 54 68 69 73 20 69 73 20 61 20 Th is is a

54 43 50 20 45 63 68 6f 20 53 65 72 76 65 72 28 | TCP Echo Server 6
65 78 61 6d 78 6¢c 65 20 66 6f 72 2@ 54 49 2d 52 |[example for TI-R
54 4f 53 20 4e 44 4b od 0@a TOS MNDK

Figure 6-7. Server to Client Wireshark Capture for Enet_tcpecho_server_tirtos

7 Enet_udpecho_server_tirtos Example Overview

The User Datagram Protocol (UDP) is another well-known transport layer protocol. The
enet_udpecho_server_tirtos example demonstrates an echo-server application running on the TM4C129x MCU
using the UDP protocol. UDP is a connectionless protocol with no error recovery and no retransmission. The
connectionless protocol is likened to mail delivery. You drop off your mail with the post office and there is no
guarantee the mail will be delivered to the recipient and neither is the mail guaranteed to be delivered in its
original form (damage to the mail due to rain or mishandling).

7.1 Run the enet_udpecho_server_tirtos Example

The SocketTest tool will act as the client running on the PC. Make sure the PC is connected to the same network
as the EK-TM4C1294 XL with the same subnet mask.

Follow the steps shown in Figure 7-1 to setup the SocketTest:

1. Go to the “Udp” tab.

2. Enter the PC’s IP address and the port number 23 and press the “Start Listening” button. The server IP
address should be the address of the PC running SocketTest. To find out the PC’s IP address in your
network, you can use the Windows’ ipconfig command. Bring up a Windows command window and at the
prompt type “ipconfig” and you will see the IP address assigned to your PC. Note in SocketTest, the Server
address field will be the address of the PC regardless if the PC is the actual server or client. SocketTest just
listens for any incoming data at the specified address.

3. Enter the MCU’s IP address in the “IP Address for Client”. The IP address assigned to the MCU is shown in
the CCS console window.

4. Go to the “Message” field and type in some messages and then hit the “Send” button.

5. Observe the conversation field in SocketTest.

SPMAO080 — APRIL 2021 TM4C129x Ethernet Applications for Socket-Based TI-RTOS NDK 19
Submit Document Feedback

Copyright © 2021 Texas Instruments Incorporated


https://www.ti.com
https://www.ti.com/feedbackform/techdocfeedback?litnum=SPMA080&partnum=

13 TEXAS

INSTRUMENTS
Enet_udpecho_server _tirtos Example Overview www.ti.com
Consale ¥ 1= 2 S ocketTest v 3.0. -
2 BE By 0| @ SocketTestv 300 O X
TM4c129.ccxml:CIO
Using MAC address in flash » Client | » Server 1‘-"0““
Starting the UDP Echo Server example FeTr 2
System provider is set to SysMin. Halt the target to view any SysMin contents in ROV.
Service Status: DHCPC : Enabled : 1 000 SR e
Service Status: DHCP = ed_ : Running : 000 Port 23 Eort Stop Listening
SockeiTestv3.0

Metwork Added: If-1
Service Status: DHCP

ngan
192.168.254.92| 3

> Enabled : Running : 817

=
| 15[192.168 254.92:23] This is a UDP Echo Server example for TI-RTOS NDK]
IR: This is a UDP Echo Server example for T-FRTOS NDK 5
| 5[192.168.254.92:23]. Today is March 10, 2021
R: Today is March 10, 2021

Client 3 S |
P Address [192.168.254.92 Port [23 ort
— Clear

[

Figure 7-1. Enet_udpecho_server_tirtos Output

Examine the Wireshark capture for the UDP traffic in Figure 7-2.

1.

2.

The frame number 15351 is the first echoed message from the server (IP Address 192.168.254.92) to the
client (IP Address 192.168.254.69).

The length is 49 bytes which is not surprising if we were to count the message “This is a UDP Echo Server
example for TI-RTOS NDK\n\r" manually. Also, look at the port numbers. The port number on the PC (the
client) is 60766 while the port number on the MCU (the server) is 23. The 60766 is different from what was
entered in Figure 7-2. The reason is that the client never explicitly chooses a UDP port to bind to. The stack
on the client side simply picks a current-available UDP port to implicitly bind the sending UDP socket to and
this port may be different each time. However, the NDK stack running on the MCU is configured to bind to
port 23.

(m |eth.addr == 00:1a:b6:02:b4:ba

No.

Time Source Destination Protocol Length Info
15350 1205.971148 192.168.254.69 192.168.254.92 upDP 91 68766 » 23 Len=49 2
=52k bs. 071222 |192.168.254.92 192.168.254.69 UDP 91 23 > 60766 Len=49
15545 1224 _261218  Actionte_la:a5:5@ TexasIns_©2:bd:ba ARP 6@ Who has 192.168.254.927 Tell 192.168.254.254
15546 1224.261355 TexasIns_02:b4:ba Actionte_1la:a5:50 ARP 60 192.168.254.92 is at 00:1a:b6:02:b4:ba

301731

192.168.254.254 192.168.254. NBNS 92 Name guery NBSTAT *<0@><00><00><00><00><00><00:
192.16 92 192.168.2 A D inati u hable rt unreachable)

70 Des at unreachable (Port unreachable)
60 Who has 192.168.254.92? Tell 192.168.254.86

1563 34 A76¢
15697 1239.

399095

ARP

15698 1239.399183 TexasIns 02:b4:ba Chonggin 83:fd:23 ARP 6@ 192.168.254.92 is at @0:1a:b6:02:b4:ba
15848 1251 _348686 192 .168.254._69 192.168.254.92 upp 65 68766 » 23 Len=23
15849 1251.341472 192.168.254.69 192.168.254.92 uppP 65 68766 » 23 lLen=23
15850 1251.341558 192.168.254.92 192.168.254.69 uppP 65 23 » 6@/66 Len=23

Frame |15351:|91 bytes on wire (728 bits), 91 bytes captured (728 bits) on interface \Device\NPF_{B@F83936-2E2B-4DCF-93F4-C5
Ethernet II, Src: TexasIns_©82:b4d:ba (08:1a:b6:82:bd:ba), Dst: HP_bf:58:a8 (84:2a:fd:bf:58:a8)
Internet Protocol Version 4, Src: 192.168.254.92, Dst: 192.168.254.69

User Datagram Protocol, Src Port: 23, Dst Port: 608766
Data (49 bv‘te_s.)

0000 84 2a fd bf 58 a8 NIRCEMS ©2 b4 ba 03 o0 45 o0 = X N

P8 Ad 09 Pa 00 90 48 11 fc a2 c@ a8 fe 5c cP aB M @ \
fe 45 @@ 17 ed 5e @@ 39 e8 b7 54 68 69 73 20 69 -E---*.9 ..This i
73 20 61 20 55 44 50 20 45 63 68 6f 20 53 65 72 | s @ UDP Echo Ser
76 65 72 28 65 78 61 6d 7@ 6c 65 20 66 6f 72 20 | ver exam ple for
54 49 2d 52 54 4f 53 20 4e 44 4b TI-RTOS NDK

Figure 7-2. Server to Client Wireshark Capture for Enet_udpecho_server_tirtos
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8 Enet_httpServer_tirtos Example Overview

This example demonstrates the EK-TM4C1294XL LaunchPad as a web server. As a web server, the EK-
TM4C1294XL receives incoming network HTTP requests and sends outgoing HTTP responses along with web
contents through TCP/IP connections.

The HTTP server pulls files from the embedded file system (EFS) that is included in the NDK software package’s
OS adaptation layer. In this example, these files are compiled into the application located on a memory-based
file system.

This example also demonstrates dynamic contents generation using Common Gateway Interface (CGl). CGl
is an interface specification that enables web servers to execute a program to process user requests. CGI
programs execute on a web server and process input from a user. The CGI program is built from a single C
callable entry-point. Each CGI function is called on its own independent task thread.

For more details, see to Web Programming with the HTTP Server.
8.1 Configure NDK for HTTP Application

For more information on how to use the XGCONF to bring up the *.cfg file for configuration, see How to
Create an Ethernet Application for TI-RTOS NDK. This example already contains the httpServer.cfg that is
pre-configured for an HTTP application. If you are starting with an empty *.cfg, follow the instructions below to
configure NDK for an HTTP Application.

1. Add the HTTP server module to the configuration.

* TI-RTOS * Products * NDK * Networking - System Overview Code \tyoe filter text

Welcome Scheduling Buffers Hooks Debug Advanced i @ BIOS

@ Clock
Application Layer @ Config (tidrivers)
@ Config (timw)

DHCP ® Defaults
CLIENT

@ FError
~ @ Http
@ http0
® Hwi (tisysbiosfamily.arm.m3)
NC;I&D;%( . 1 | @® Hwi (tisysbioshal)

HTTP TELNET

Settings b ; ® Idle
: & Memory

i
el i DHCP _
i i SERVER @ Program

® Semaphore
@® SemiHostSupport

Transport Layer ® Swi
@® SysMin
@ System

TCP UDP NAT @ Task

® Text

Network Layer

IP ICMP ROUTE

Figure 8-1. NDK Configuration for HTTP Application
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2. Add HTTP instance.

%
(]

* TI-RTOS * Products ' NDK * Application Layer * HTTP - Instance Settings =
Module Advanced

~ HTTP Servers

Add..

Remove

~ Parameters

HTTP Server Mode Flags

Juse physical device index (CIS_FLG_IFIDXVALID)

[ Resolve IP address before server start (CIS_FLG_RESOLVEIP)

[ invoke HTTP server by IP address (CIS_FLG_CALLBYIP)

[C] Restart server when new IP address is available (CIS_FLG_RESTARTIPTERM)

Server interface ID | 1 ‘

Connection Settings
IP address

[ INADDR_ANY \

Maximum connections | 8 ‘

Port |20 |

Callback and Service Reporting Functions

Service report function | ti_ndk_config_Global_serviceReport ‘

Callback function | N/A |

Figure 8-2. Adding a HTTP Instance
3. The default heap is too small. Select the BIOS page and navigate to the “Runtime” page to increase the
heap size to 22528. The HTTP server runs in its own task. It needs a stack (2048 bytes by default).
There is going to be a socket for each connected client, so that’s another 4096 bytes by default (2048
bytes each both a Rx and Tx buffer). For more details about the Networking Stack’s memory usage
and ways to customize it, see https://e2e.ti.com/support/processors/f/processors-forum/947313/fag-how-is-
memory-managed-in-the-ndk.

» TI-RTOS * Products > SYSBIOS » BIOS - Basic Runtime Options LTED yperitertent

W Error Handling Device Support Advanced @ BIOS

oc
@ Config (tidrivers)
® Config (timw)

= Library Selection Options ~ Dynamic Instance Creation Support

SYS/BIOS library type
O Instrumented (Asserts and Logs enabled)

Enable Dynamic Instance Creation

A savings in code and data size can be achieved by

" ! @ Defaults
(O Non-instrumented (Asserts and Logs disabled) disabling dynamic instance creation. ® Error

(@ Custom (Fully configurable) @ Global
= Debug (Fully configurable) * Runtime Memory Options ® Hiip

The library options above allow you to select between several variations of SYS/BIOS
libraries depending on your application’s requirements. All options except Debug are

aggressively optimized with minimal debug content.

Enable Asserts
[JEnable Logs

Custom Compiler Options | --program_level_compile -03 -g --optimize_with_debug |

= Threading Options

Enable Tasks (When disabled, the Task module is not configurable)
Enable Software Interrupts (When disabled, the Swi module is not configurable)
Enable Clack Manager (When disabled, the Clock module is not configurable)

C Standard Library Lock GateMutex

o

System (Hwi and Swi) stack size | 2048

Heap size 22528

Heap section null

[J Use HeapTrack

The heap configured abave is used for the standard C
malloc() and free() functions or when the ‘heap’

argument to Memory alloc() is NULL

» Platform Settings

These settings should reflect the hardware platform

that runs your application.

CPU clock frequency (Hz) | 120000000

Figure 8-3. Configure the Heap Size

8.2 Embedded File System (EFS) Operation

The HTTP Server service provides a mechanism for serving HTTP content to remote HTTP client applications.
It uses the Embedded File System (EFS) API contained in the OS adaptation layer. These functions in the EFS
programming APl include a prefix of efs_. The default installation of this APl is a RAM based file system that

allows the HTTP server to work on any file storage device contained in the system.

@ Hwi (tisysbiosfamily.arm.m3)
® Hwi (tisysbioshal)
® Idle

& Memory

® Program

® Semaphore

@ SemiHostSupport
® Swi

@® SysMin

@ System

® Task

® Text
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8.3 Adding HTTP Server Content

All the html pages for this example are stored in the “fs” directory of the project, see Figure 8-4. These html files
form the web pages to be served by the web server.

3

25 Project Explorer ESY § = 0O
1= enet_dns_tirtos A
1= enet_httpget_tirtos

v i enet_httpServer_tirtos [Active - Debug]

i Binaries
ki Includes

= Debug
404.h

[4 abouth

(4 block.h

[H blockdiagram.h
chip.h

(8 error404.h

[W greetings.h
(7 index.h
javascripth
[F overview.h
[ styles.h

[B tih

tm4c.h

(5 tm4c1294x1h
@ 404 htm

Figure 8-4. File System Directory

The html web pages must be first converted from their binary HTML files into data arrays declared in C. An
MS-DOS utility “binsrc” is supplied in the NDK package to allow conversion of files to a C array. The binsrc utility
can be found in <TI-RTOS Installation>\products\ndk_2 25 00_09\packages\ti\ndk\tools\binsrc\binsrc.exe.

The calling format for binsrc is:

>binsrc <input file name> <output file name> <identifier>

Parameters:

* Input file name: File to be converted
* Output file name: Name for file containing C data representation of the input file name
* Identifier: C name for data

For example, to convert an HTML file index.html for use by EFS, the following command could be executed from
the Windows command window:

>binsrc index.html index.h INDEX
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The index.html after conversion to index.h would contain the following as shown in Figure 8-5.

1. The index.h file defines the size of the file to be 1932 bytes. Later we will look at Wireshark to confirm that
the web server indeed transfers the same number of bytes in its HTTP response to the client.

2. The INDEX character array begins with <IDOCTYPE HTML>. Open a text editor to read the first line of
index.html and you can confirm that it is the same as what was stored in the INDEX array.

3. Look at the content of the next few bytes in the INDEX array and it encodes <!—Copyright © 2013-2021
Texas Instruments Incorporated. All rights.....>. Again, compare it with the index.html and confirm that
index.h is a binary representation of the index.html.

INDEX [

st unsigned char INDEX[1932] = I(ur d char)'<', (unsigned char)'!", (unsigned char)'D', (unsigned c 'C', (unsigne
"T*, (unsigned char)'y’, (unsigned ch (unsigned cha , (unsigned char ( ed chal ed ¢ char)'H’,
(unsigned char) L, (unsigned char) > , (unsigned ch \ (unsigned char) \n"

Figure 8-5. Index.html Binary File Content
8.4 Declaring HTML Files to EFS

Once the HTML file is converted to a memory image, the file is declared to the EFS file system by calling the
function efs_createfile(). All the HTML files are typically created at the same time, during initialization, before
the HTTP server is actually invoked. In the enet_httpServer_tirtos example code, there are two functions used,

AddWebFiles() and RemoveWebFiles(). These functions include all the code necessary to initialize and clean up

the EFS file environment.

Below is the snippet of example code to declare HTML files to EFS.

/* file system header file */
#include "fs/index.h"
#include "fs/about.h"
#include "fs/overview.h"
Snip..

Int getTime (SOCKET s, int length)
{

Char buf[200];

static UInt scalar = 0;
Snip..

Void AddWebFiles (Void)
{
efs createfile("index.html", INDEX SIZE, (UINT8 *)INDEX);
efs createfile("overview.htm", OVERVIEW SIZE, (UINT8 *)OVERVIEW)
efs createfile ("about.htm", ABOUT SIZE, (UINT8 *)ABOUT);
Snip.. N
efs createfile("getTime.cgi", 0, (UINT8 *)é&getTime);
Snip..

Void RemoveWebFiles (Void)

{
efs destroyfile("index.html");
efs destroyfile("overview.htm");
efs destroyfile("about.htm");

Snip..
efs destroyfile("getTime.cgi");
Snip..
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Figure 8-6 shows where the two hook functions AddWebFiles() and RemoveWebFiles() are declared in the NDK
configuration.

* TI-RTOS * Products * NDK ' Networking - Stack Hook Functions 3 & @

w Scheduling Buffer Debug Advanced

The NDK allows the user to specify a variety of hook functions, which will be called at various times in the application.
Stack thread hooks allow the user to run certain code from within the generated NDK stack thread function 'ti_ndk_config_Global_stackThread' function.

Network callback hooks allow the user to define the code that should run for the NDK callbacks 'ti_ndk_config_Global_serviceReport’, ti_ndk_config_Global_MNetworkOpen',
‘ti_ndk_config_Global_NetworkClose' and the ‘ti_ndk_config_Global_NetworklPAddr’.

~ Stack Thread Hooks - Network Callback Hooks

Stack thread begin hook null Status report hook null
Stack thread initialization hookl] AddWebFiles MNetwork open hook null
Stack thread delete hook RemoveWebFiles Network close hook null

Network IP address hook | null

Figure 8-6. HTTP Hooks Declaration

Once the above code is run, the EFS system is ready for the HTTP server to serve up the content.
8.5 Writing CGI Functions

CGI programs must be in the EFS for the HTTP server to see them. See the above example code where an
entry for the file getTime.cgi that translated into the C function getTime(). Whenever a HTTP POST is made to
the file getTime.cgi, the getTime() function is called.

For details on writing CFG functions, see Writing CGI Functions.
8.6 Run the enet_httpServer_tirtos Example

Rebuild the example if you create your own web contents or load and run the existing example. In the CCS
console window, you should see the web server IP address displayed. For more information, see Figure 6-5.

Once the web server is running, enter the IP address on your browser’s URL field as shown in Figure 8-7 and
the example web page is rendered on the browser. The index.html normally is the default page shown on a web
page if no other page is specified. In other words, index.html is the name used for the homepage of the website.

< & A Not secure * B e :
i3 TEXAS TMA4C Series TM4C1294XL Evaluation Kit
INSTRUMENTS EK-TM4C1294XL

About Texas Instruments

TMAC Series Overview

TM4C1294NCPDT Block
Diagram

Texas Instruments has been making progress possible for decades. We are a global semiconductor company that designs, manufactures, tests and sells
S DS PEDARYELITTEE  analog and embedded processing chips. Our approximately 80,000 products help over 100,000 customers efficiently manage power, accurately sense and
Page transmit data and provide the core control or processing in their designs, going into markets such as industrial, automotive, personal electronics,

T T TPl | Communications equipment and enterprise systems. Our passion to create a better world by making electronics more affordable through semiconductors is
Family Product Page alive today as each generation of innovation builds upon the last to make our technology smaller, more efficient, more reliable and more affordable —
opening new markets and making it possible for semiconductors to go into electronics everywhere. We think of this as Engineering Progress. It's what we
(S Cl LRI do and have been doing for decades.
CGI Method

Copyright © 2013-2021 Texas Instruments Incorporated. All ights reserved.

Figure 8-7. Enet_httpServer_tirtos Web Server Home Page
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Several hyperlinks and images are displayed on the home page. Click any one of them to get a feel of how they
respond. For example, click the “TM4C1294NCPDT Block Diagram” and you will see the web page displayed
as shown in Figure 8-8. Note that you could also reach the same web page by directly typing “192.168.254.92/
block.htm” on the URL.

& C A Notsecure | 192.168.254.92 w e i
i3 TEXAS TMA4C Series TM4C1294XL Evaluation Kit
INSTRUMENTS EK-TM4C1294XL
TM4C1294NCPDT Block Diagram

TM4C1294NCPDT Block
Diagram
EK-TM4C1§94XL Product T M4C 12 94 NC PDT e
age

®
&
(s}
2
&
o

TMAC Series TMAC129x ARM® [ Memory ][ Powera Clocking
Family Product Page Cortex™-M4F 1MB Flash
. [ ZokesRan |
Get Elapsed Time Using Up to 120 MHz 265E :Em Batery-Backed Hibemate
Stios | IR
T™M
= SWD/T WA G '
m | Sysick Timer |
Control Peripherals JjiComms Peripherals _
4x QSSISPI up o 2MSPS
Quadrature Encodernputs ™ j0xpC |l 100 Volage Reguiator
: —
EEE L =y
USB FullHigh Speed « 128-TQFP(16x16x1.2,0.9)
CRC Accelerator (HostDevice/OTG)

Figure 8-8. Block Diagram Page

Examine the Wireshark capture in Figure 8-9.

1. The first HTTP GET request from the client happens on frame 4460 and the corresponding server response

happens on frame 4468. The server responds with an OK response along with the contents of the web page
which is the default index.html.

2. Thefile size is 1932 bytes. This is exactly the same as the INDEX array specified in the index.h file, shown

in Figure 8-5.

3. There are a total of 54 lines of html data with the first line as <IDOCTYPE HTML>\r\n. This is matching
Figure 8-5.

4. Again, the second line of index.html is <!—Copyright (c) ...... > which is the same as what was encoded in

the INDEX character array.
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{,,s ‘ eth.addr == 00:1a:b6:02:b4:ba

No. Time Source Destination Protocol Length Info
- 4460 340.293319 192 192.168 HTTP 506 GET / HTTP/1.1
4462 340 42 192 25469 9 97 m

4463 349.293872 192.168.254.92

506 [TCP

19 92 C 06 F 15
192.168.254.69 TCP 60 80 » 51782 [ACK] Seg=1 Ac

k=453 Win=1596 Len=0

4464 340.294377 192.168.254.92 192.168.254.69 TCP 97 80 » 51782 [PSH, ACK] Seq=1 Ack=453 Win=2048 Len=43 [TCP segment of a reassembled PDU]
t 4465 340.294591 192.168.254.92 192.168.254.69 TCP 78 80 » 51782 [PSH, ACK] Seq=44 Ack=453 Win=2048 Len=24 [TCP segment of a reassembled PDU]
I 4466 340.294683 192.168.254.69 192.168.254.92 TCP 54 51782 » 80 [ACK] Seq=453 Ack=68 Win=64173 Len=0

4467 340.2956023 192.168.254.92 192.168.254.69 TCP 1514 80 + 51782 [ACK] Seq=68 Ack=453 Win=2048 Len=1460 [TCP segment of a reassembled PDU]

4!7 IMGS 346.295457 192.168.254.92 192.168.254.69 HTTP 526 HTTP/1.0 2008 OK (text/htm.

~ Hypertext Transfer Protocol
HTTP/1.@ 200 OK\r\n
Content-type: text/html \r\n
Content-length: 1932\r\n
\rin
[HTTP response 1/1]
[Time since request: ©.002138008 seconds]
[Reguest in frame: 44601

Request URI: htt://l%2.168.254_92/]
2
v Line-based text data: text/Rtml (54 lines)
<1DOCTYPE HTML>\r\n
<1-- Copyright (c) EEL*ZEZI Texas Instruments Incorporated. All r'iﬁhts reserlA -=3\r\n
<html>\r\n
<head>\r\n
<title>EK-TMAC1294XL Evaluation Kit</title>\r\n
<link rel="stylesheet" type="text/css" href="styles.css"/>\r\n
<link rel="shortcut icon" type="image/x-icon" href="favicon.ico"/>\r\n
<script src="javascript.js" language="JavaScriptl.2"></script>\r\n
</head>\r\n
<body>\r\n
<div id="heading">\r\n
<table width="1@0%">\r\n
<trs>\r\n
<td>\r\n
<a id="heading_ti" target="_" href="http://www.ti.com">\r\n
<img src="ti.jpg" alt="Texas Instruments">\r\n
<fa>\r\n
</td>\r\n

Figure 8-9. Wireshark Capture for enet_httpServer_tirtos Web Server

Finally, from the home page, click the “Get Elapsed Time Using CGI Method”. This action triggers the getTime()
function to execute and print out the elapsed time the web server has been active, see Figure 8-10. Press the
“Refresh” button on your browser to refresh the screen to see an updated elapsed time. Note that you can also
trigger the CGl function by directly specifying it in the URL as in “192.168.254.92/getTime.cgi”.

¢ C A Notsecure | 192.168.254.92/getTime.cgi

Elapsed Time

Up for 217 seconds

Figure 8-10. Web Server Elapsed Time
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9 Enet_dns_tirtos Example Overview

Every device connected to a network will have a unique IP address which relies on the IP (Internet Protocol) for
communications. However, the IP address is either a 32-bit address as in IPv4 or 128-bit as in IPv6 which is hard
to remember by humans. The DNS (Domain Name System) is an application layer service that translates the
“human-friendly” domains names to IP addresses. It is easy for humans to remember www.ti.com as opposed

to its numerical IP address. Note the DNS is rather an application service that relies on the UDP protocol rather
than a protocol per se.

This simple example demonstrates using the DNS feature to retrieve the IP addresses of four different websites.
9.1 How to Configure NDK for DNS

To use DNS, the DNS module in NDK must be enabled. Since DNS relies on UDP as the transport protocol, the
UDP module needs to be enabled as well.

* TI-RTOS * Products * NDK * Networking - System Overview
Ome ""_' Buffers Hooks Debug Advanced

LA
- L i DL

WEICOM

APEIicatinn Layer

PR B e e R

DHCP :
i CLIENT :
HTTP TELNET
Global & £
Metwork - . :
Settings : ¥ :
) DHCP
i DNS SERVER i
i o] H
£
Figure 9-1. Configure NDK for DNS
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9.2 How to View the DNS Traffic on Wireshark

If you hook up the MCU device and the PC to the Ethernet switch, you will not be able to view the DNS traffic
on Wireshark. The reason is that the DNS traffic is between the DNS server and the device. The switch will

not route the traffic to the PC running Wireshark. In order to view the DNS ftraffic, you either need to have an
Ethernet hub which broadcasts all traffic on the network to all ports connected to it or you need to configure the
Ethernet switch for “Port Mirroring”. An Ethernet hub is hard to find these days. It is easy to find a Smart Switch

that you can configure for Port Mirroring. Figure 9-2 shows where the EK-TM4C1294XL connecting to the switch

Port 2 is mirrored onto Port 1 that is connected to the PC. With port mirroring, all traffic to/from Port 2 will be

snooped by the Wireshark on port 1. Consult your switch or router data sheet on how to configure port mirroring.

System

Switching
Monitoring

+ Port Statistics

= Port Mirror

= Cable Test

* Loop Prevention

VLAN

QoS

Logout

—Port Mirror
Port Mirror Mirroring Port
[Port 1]
—Mirrored Port:
Mirrored Port Ingress Egress
Port 1
Port 2
Port3
Port 4
Port 5

Mirrored Port Ingress Egress
Port1 Disable Disable
| Port2 Enable Enable |

Figure 9-2. Port Mirroring

9.3 Run the enet_dns_tirtos Example

As expected, running this example prints the four IP addresses of the corresponding websites on the
CCS console window, see Figure 9-3. For more details, look at the Wireshark capture particularly for

www.google.com.

* In the highlighted box 1 and box 2 of the Wireshark capture in Figure 9-4, four DNS packets are observed

corresponding to the four websites.

* The source address of the transaction is from the IP address 192.168.254.254. This happens to be the IP
address of the router to which this application is connected. A smart router normally will act as the DNS

server and store the past visited domain names in its cache for fast retrieval.

* Inbox 3, the returned IP address for www.google.com is 172.217.1.132. You can confirm by typing this

address on your browser’s URL field and it should lead you to the Google website.

* Inbox 4, the IP address is expressed as a 32-bit binary value equal to 0XACD90684. The 0xAC is equal to

decimal 172, the 0xD9 is equal to decimal 217 and likewise for the rest.
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&l Console =% BH B¢ |

TM4c12%.coxml:CIO

Starting the DNS request example

System provider is set to SysMin. Halt the target to view any SysMin contents in ROV.
Service Status: DHCPC : Enabled : : 200

Service Status: DHCP Running : 9080

Network Added: If-1
Service Status: DHCP

Running : @17

nmirnn

HOSTHAME: pool.ntp.org Resolved address:31.131.0.123

SEREERERN.

HOSTNAME :{ www . google . com Resolved address:172.217.6.132|
IBEERBRERE)

HOSTNAME: api.openweathermap.org Resolved address:192.241.245.161
1111111111

HOSTNAME: www.ti.com Resolved address:23.7.98.7

Figure 9-3. Enet_dns_tirtos Output

[W]eth.addr == 00:1a:b6:02:b4:ba

Ho. Time Source Destination Protocol  Length Info
3021 171.399978 0.0.0.0 255.255.255.255 DHCP 590 DHCP Discover - Transaction ID @xbab402b6
3022 171.404160 192.168.254.254 192.168.254.93 DHCP 326 DHCP Offer - Transaction ID @xbab402b6
3023 171.404445 0.0.0.0 255.255.255. 255 DHCP 590 DHCP Request - Transaction ID Oxbab402b6
3024 171.414149 192.168.254.254 192.168.254.93 DHCP 326 DHCP ACK - Transaction ID @xbab402b6
3025 171.414969 TexasIns_02:b4:ba Broadcast ARP 6@ ARP Announcement for 192.168.254.93
3032 171.459880 IntelCor_e2:dc:95 TexasIns_02:bd:ba ARP 6@ 192.168.254.90 is at 8c:8d:28:e2:dc:95
3043 171.608089 TexasIns_@2:b4:ba Broadcast ARP 60 Who has 192.168.254.254? Tell 192.168.254.93
3044 171.608606 Actionte_la:a5:5@ TexasIns_02:b4:ba ARP 6@ 192.168.254.254 is at e8:6f:f2:1a:a5:50
3645 171.645804 192.168.254. 254 192.168.254.93 DNS 136 Standard query response @x0002 A pool.ntp.org A 168.119.4.163 A 87.98.182.58 A 12.167.151.1 A 31.131.0.123
r I 3053 172.809470 192.168.254.254 192.168.254.93 DNS 1 90 Standard query response 0x0003 Alhmi!n_l.gaogle.com A 172.217.6.132' 3
i 0/4 17665112 Actionte_la:a>:50 Texaslns_02:bd:ba 6@ Who has 192.168.254.93? Tell 192.108.252.25%
i 3075 176.651214 TexasIns_02:b4:ba Actionte la:a5:5@ ARP 60 192.168.254.93 is at @@:1a:b6:82:b4:ba
i |3195 179.976128 207.91.5.20 192.168.254.93 DNS 2 130 Standard query response 0x0007 A api.openweathermap.org A 192.241.167.16 A 192.241.187.136 A 192.241.245.1¢
| 3133 181.389839 192.168.254.254 192.168.254.93 DNS 226 Standard query response 8x0008 A www.ti.com CNAME china.www.ti.com.edgekey_ net CNAME china.www.ti.com.edgel
3734 214.917558 Texaslns_02:b4:ba Actionte_la:a5:50 ARP 60 192.168.254.93 is at ©0:1a:b6:02:b4:ba
<

Frame 3853: 90 bytes on wire (720 bits), 9@ bytes captured (720 bits) on interface \Device\NPF_{@®@F83936-2E2B-4DCF-93F4-C535993CB419}, id @
Ethernet II, Src: Actionte_la:a5:50 (e8:6f:f2:1a:a5:5@), Dst: TexasIns_02:b4:ba (00:1a:b6:02:b4:ba)

Internet Protocol Version 4, Src: 192.168.254.254, Dst: 192.168.254.93

User Datagram Protocol, Src Port: 53, Dst Port: 57346

Domain Name System (response)

00 1a b6 092 b4 ba e8 6f 2 1a a5 50 08 00 45 00 o P--E
00 4c 00 00 00 @@ 40 11 fb f3 c@ a8 fe fe c@ a8 L @

fe 5d 90 35 €0 02 00 38 1d 52 09 ©3 81 30 00 01 1-5---8 -R

00 ©1 00 ©8 00 88 03 77 77 77 06 67 6f 6f 67 6C w ww-googl
65 03 63 6f 60 POEARRD B&%Bl 00 81 e-com- - .-

0056 00 00 00 aa 00 04

Figure 9-4. Wireshark Capture for Enet_dns_tirtos

10 Enet_sntp_tirtos Example Overview

Simple Network Time Protocol (SNTP) is a simplified version of NTP. SNTP typically provides time within 100
mS of the accurate time without the complex filtering mechanisms of NTP. SNTP is an application layer protocol
that is based on UDP as the transport layer.

This example acquires the network time using the SNTP protocol and displays the current time adjusted for
North American Central Time (CT) Zone on the CCS console window.

30 TM4C129x Ethernet Applications for Socket-Based TI-RTOS NDK SPMAO080 — APRIL 2021
Submit Document Feedback

Copyright © 2021 Texas Instruments Incorporated


https://www.ti.com
https://www.ti.com/feedbackform/techdocfeedback?litnum=SPMA080&partnum=

I3 TEXAS
INSTRUMENTS
www.ti.com Enet_snitp_tirtos Example Overview

10.1 Run the enet_dns_tirtos Example

The client sends the request to the pool.ntp.org website from which a randomly selected public time server is
chosen to provide the network time as shown in the Wireshark capture in Figure 10-2. The acquired network
time is adjusted for Central Time Zone before displaying on the CCS console window shown in Figure 10-1.

B Console & B By y =08
TM4c129.coml.CIO

Starting the SNTP example ~
System provider is set to SysMin. Halt the target to view any SysMin contents in ROV.
Service Status: DHCPC : Enabled : : o0

Service Status: DHCPC : Enabled : Running : 900

Metwork Added: If-1:192.168.254.92

oo Lol SN TP TR 8 [ Tl PR ey S Y a Dy ning o 61?

FMPPent time: Tue Mar 9 11:09:18 2021

v
Figure 10-1. Enet_sntp_tirtos Output
‘ *Ethernet
File Edit View Go Capture Analyze Statistics Telephony Wireless Tools Help
AN @  DREQAesEFILEqaqr
[ eth.addr == 00:1a:b6:02:b4:ba
[ ho. Time Source Destination Protocal  Length Info
176 16.213565 192.168.254.254 192.168.254.92 DHCP 326 DHCP ACK - Transaction ID @xbab402b6
177 16.214221 TexasIns_02:b4:ba Broadcast ARP 6@ ARP Announcement for 192.168.254.92
179 16.337220 TexasIns_02:b4:bha Broadcast ARP 60 Who has 192.168.254.86? Tell 192.168.254.92
180 16.337607 TexasIns_02:b4:ba Broadcast ARP 60 Who has 192.168.254.254? Tell 192.168.254.92
181 16.337779 Actionte l1a:a5:5@ TexasIns 02:b4:ba ARP £0.192.168.254.254 i< at e8:6f:f2:13:85:50
185 16.396533 192.168.254.254 192.168.254.92 DNS 158 Standard query response ©8x8002 A north-america.pool.ntp.org A 66.228.58.20 A 108.61.73.244 Al
186 16.397019 192.168.254.92 68.183.107.237 NTP 9@ NTP Version 4, client
515 7 lexaslns_WZ:b4d:ba TRP B0 102108, 258. 80 15 &t DC 38 A0 B3 T0:2

189 16.528618 192. 254.92 192.168.254.86 7@ Destination unreachable (Port unreachable)
191 16.542331 Actionte_la:a5:5@ ARP 60 192.168.254.92 is at 00:1a:b6:82:b4:ba
203 20.228927 192.168.254.254 192.168.254.92 NBNS 92 Name query NBSTAT *<00><00><00><003><008><00><00><00><00><00><00><00><00><00><00>

Figure 10-2. Wireshark Capture for Enet_sntp_tirtos

11 Enet_tcpecho_client_tirtos Example Overview

The enet_tcpecho_client_tirtos example demonstrates a client application that first connects to the server with
a greetings message “Hello from TM4C1294XL Connected LaunchPad\n” and then echoes back whatever it
receives from the server.

As illustrated in the BSD socket flowchart for TCP in Figure 1-3, the client will use connect() to connect to the
specified server address and port. Once the connection is established, the client will use recv() for receiving data
from the server and then echo the data back.

Another difference between the client and the server in the flowchart is that the client does not need to call
bind(). Binding is normally not needed on the client side for TCP. There may be circumstances where binding the
client is needed in which you will use bind() to bind the client. An example would be that a firewall on the client
that only allows outgoing connections on a certain port.

11.1 Configure the Server IP Address

To run this example, the Server IP address and port number must be known during compile time so the client will
make the connection with the server.

+ Define the SERVER_IPADDR and SERVER_PORT in the tcpEchoClient.c file. Note that the below address
is only an example. You must change the server IP address to that you are connecting to in your network,
otherwise the example will not work.

#define SERVER IPADDR "192.168.254.69"
#define SERVER PORT 23

Recompile the project and you are ready to run the example.
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11.2 Configure the SocketTest Server

Since this is a client application, the server must be setup first and be in a listening state before the client can
connect to it.

Follow the steps shown in Figure 11-1 to setup the SocketTest server:

1. Open the Server tab in SocketTest.

2. Enter the server IP address as well as the port number. The IP address is the one of the PC which
SocketTest is running on. The IP and port number need to match the settings defined in tcpEchoClient.c as
shown in Section 11.1. Finally, press the “Start Listening” button. Wait for the greeting message to appear on
the conversation window once the client connects.

& SocketTestv 3.0.0 = O x

» Client 1Jdp * About |

Listen On 2
IP Address 192.168.254.69
Port 23 Port Stop Listening | |
SockeiTestv 3.0

Connected Client: = 192168254 92 [192.168.254 92] =

Conversation with Client

= Server Started on Port: 23

o e R P R P -

= Mew Client: 192168 254 82 3

Hello from TM4C1294XL Connected LaunchPad

2. This is a TCP Echo Client example for TFRTOS MDK

This is a TCP Echo Client example for T-RTOS MDK

Send Save |
Message | |  send | Disconnect 4

Clear

Figure 11-1. SocketTest Server Configuration for Enet_tcpecho_client_tirtos

11.3 Run the enet_tcpecho_client_tirtos Example

After the example has run, it will display the client IP address acquired from the DHCP server on the CCS
console window. Once the client connects to the SocketTest server, it will send a “Hello from TM4C1294XL
Connected LaunchPad\n” greeting message to the server.

Look at the conversation field in box 3 of Figure 11-1 where it displays the “Hello from TM4C1294XL
Connected LaunchPad\n” message from the client IP address 192.168.254.92 as soon as the server accepts
the connection. Go to the Message field in the SocketTest shown in box 4 and type some message. Whatever
message is entered is echoed by the client. In this example, the message entered is “This is a TCP Echo Client
example for TI-RTOS NDK\n\r” with a total length of 53 characters.

Examine the Wireshark capture in Figure 11-2.

1. As discussed previously, TCP is a connection-based protocol. Here you see the SYN segment sent by the
client 192.168.254.92 to the server 192.168.254.69 to establish a connection and the ACK segment from the
server to accept the connection.

2. After the connection is accepted, the client sends the “Hello from TM4C1294XL Connected LaunchPad\n”
message. This is shown as Telnet Data in frame 129.

3. Notice the length of the message is 42 bytes which matches the total number of characters in the greetings
message.

4. The content of the message captured is matching the greeting that was sent by the client.
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[W [eth.addr == 00:1a:b6:02:b4:ba

Source Destination Protocol Length Info

192.168.254. 32 192.168 254.69 TP 60 5?'345 = 23 [SYN] Seq=0 hlm—lBan Lerl=6 MSS5=1460

1.751268

192.168.254.
192.168.254.

192.168.
192.168.

. 752062
.793171

92 Name query NBSTAT *<GG><GB><BB><39><BG><GB><GG><GB><BG><BG>
92 Name query NBSTAT *<00><008><00><00><00><00><00><00><00><00>
1.835382 192.168.254.92 192.168.254.69 CMP 70 Destination unreachable (Port unreachable)

192.168.254.
192.168.254.

192.168.
192.168.

.834448
.835324

| 142 11.926319 Chonggin_83:fd:23 TexasIns_02:b4:ba ARP 60 192.168.254.86 is at 5c:3a:45:83:1fd:23

1.920543 192.168.254.92 192.168.254_86 MP 7@ Destination unreachable (Port unreachable)
153 13.334240 192.168.254.69 192.168.254.92 NBNS 92 Name gquery NBSTAT *<@8><08><80><00><P0><00><00><00><08><00>
154 13.334977 192.168.254.69 192.168.254.92 NBNS 92 Name query NBSTAT *<@0><@08><00><00><00><00><00><00><00><00>

Frame 129: 96 bytes on wire (768 bits), 96 bytes captured (768 bits) on interface \Device\NPF_{@0F83936-2E2B-ADCF-93F4-C535993CB419}, ic
Ethernet IT, Src: TexasIns @2:bd:ba (80:1a:b6:082:b4:ba), Dst: HP_bf:58:a8 (84:2a:fd:bf:58:a8)
Internet Protocol Version 4, Src: 192.168.254.92, Dst: 192.168.254.69
Transmission Control Protocol, Src Port: 57345, Dst Port: 23, Seq: 1, Ack: 1 3
v Telnet
Dataf Hello from TMAC1294XL Connected LaunchPad\n | 4

0000 84 2a fd bf 58 a8 [JIEEELE 02 b4 ba 08 @0 45 @0 - *--X-[HH E

00 52 00 07 00 00 40 86 fc ab c@ a8 fe 5c @ a8 R @ \
fe 45 ed 91 0@ 17 7f 1d 4c 01 d8 fa e3 b9 50 18 = L B
04 00 9f 1a @@ ©0 48 65 6Cc 6c 6f 20 66 72 6f 6d ----He 1lo from

20 54 4d 34 43 31 32 39 34 58 4c 20 43 6f 6e 6e TMAC12S8 4AXL Conn 4
65 63 74 65 64 20 4c 61 75 6e 63 68 50 61 64 Ba | ected La unchPad

Figure 11-2. Client Server Wireshark Capture for Enet_tcpecho_client_tirtos

12 Enet_udpecho_client_tirtos Example Overview

The enet_udpecho_client_tirtos example is a client application using UDP protocol. It is similar to the server in
terms of APIs as depicted in the UDP flowchart. This example will use sendto() to send a greeting message
"Hello from TM4C1294XL Connected LaunchPad\n\r" to the remote server. It will then echo anything that it
receives from the server.

12.1 Run the enet_udpecho_client_tirtos Example

For information on how to setup SocketTest for UDP testing, see Section 7.1. SocketTest in Figure 12-1 first
shows the greeting message “Hello from TM4C1294XL Connected LaunchPad\n\r” sent by the client. The server
then sends a message “This is a UDP Echo Client example for TI-RTOS NDK\n\r". The message is received by
the client and then echoed back to the server. The messages captured by the Wireshark in Figure 12-2 can be
cross-referenced.

& Console 2 %BiE | B ~r = O @ SocketTestv3.00 - O X
TM4c129.coml:CIO )|
Using MAC address in flash ® Client | e Server | ®Udp | e About
Starting the UDP Echo Client example Senier
System provider is set to SysMin. Halt the target to view any SysMin contents in ROV,
Service Status: DHCPC : Enabled : 1 08e e LR LR
Service Status: DHCPC : Enabled : Running : 000 Port 23 Bort Stop Listening
Network Added: If-1:192.168.254.92 SeCiE LD
Service Status: DHCPC : Enabled : Running : 017 Conversation
= Server Started on Port: 22
R[192.168.254.92:23]: Hello from TM4C1294XL Connected Launchpad
5[192.168.254.92:23]: This is a UDP Echo Client example for TI-RTOS NDK
R: This is a UDP Echo Client example for T-RTOS NDK
Client Save |
|P Address [192.168.254.92 | Port [23 | Port s |
< > Message [ | send

Figure 12-1. Enet_udpecho_client_tirtos Output
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[ |eth.addr == 00:1a:b6:02:b4:ba
No. Time Source Destination Protocol Length Info
| 20423 2289.950283 192.168.254.69 192.168.254.92 ubpP 91 68766 » 23 Len=49
L 29424 2289 950395 192.168.254.92 192.168.254.69 UDP 91 23 » b6B766 Len=49

Frame 29424: 91 bytes on wire (728 bits), 91 bytes captured (728 bits) on interface \Device\NPF _{@0F83936-
Ethernet II, Src: TexasIns ©2:b4d:ba (00:1a:b6:02:bd:ba), Dst: HP_bf:58:a8 (84:2a:fd:bf:58:a8)

Internet Protocol Version 4, Src: 192.168.254.92, Dst: 192.168.254.69

User Datagram Protocol, Src Port: 23, Dst Port: 68766

Data (49 bytes)

84 2a fd bf 58 a8 0@ 1a b6 02 b4 ba 08 00 45 00 *..X =
90 Ad 00 Ga 00 00 40 11 fc a2 cP® a8 fe 5c ¢0O a8 M @ \
fe 45 00 17 ed 5e 9@ 39 {0 c¢7 54 68 69 73 20 69 E ~50 This i
73 20 61 20 55 44 50 20 45 63 68 6f 20 43 6C 69 s a UDP Echo Cli
65 6e 74 20 65 78 61 6d 7O 6c 65 20 66 6f 72 20 ent exam ple for
54 49 2d 52 54 4f 53 20 4de 44 4b TI-RTOS NDK

Figure 12-2. Client Server Wireshark Capture for Enet_udpecho_client_tirtos

13 Enet_httpget_tirtos Example Overview

The enet_httpget_tirtos example makes an HTTP GET call to www.example.com using the request URI. The
response status code, header fields and body from the HTTP server are processed to get response status and
data. The HTTP response status and the number of bytes of data received are printed on the CCS console
window.

13.1 How to Configure NDK for HTTP GET Example

The HTTP application relies on TCP as the underlying transport protocol. The only NDK module that is needed
for this example is the TCP module. To enable the TCP module if you are starting from an empty .cfg project.

It is also worth noting that a client must first obtain its IP address before making a connection and an HTTP
request to the server. If the client attempts to connect to the server without an IP address, then the Address
Resolution Protocol (ARP) will fail. ARP is a communication protocol used for discovering the link layer address,
such as a MAC address, associated with a given IP address. The NDK configuration in this example ensures
that the callback hook function is only called after the IP address is obtained. net/PAddrHook() is associated as
the user defined hook function for the NDK Network IP address callback function NetworkIPAddr() that is called
when an IP address is added from the system, see Figure 13-1. When the netliPAddrHook() function is called, it
starts the HTTP request task.

. - £
' TI-RTOS * Products * NDK * Networking - Stack Hook Functions SE80 |tyuef ter text
Welcome System Overview Scheduling Buffers Debug Advanced & BIOS
The NDK allows the user to specify a variety of hoak functions, which will be called at various times in the application. ® Clock

@ Config (ti.drivers)

Stack thread hooks allow the user to run certain code from within the generated NDK stack thread function 'ti_ndk_config_Global_stackThread Bzl
@ Config (ti.mw)

function.

@ Defaults
Network callback hooks allow the user to define the code that should run for the NDK callbacks ‘ti_ndk config_Global_serviceReport’, ® Error
'ti_ndk_config_Global_NetworkOpen', 'ti_ndk_config_Global_NetworkClose' and the 'ti_ndk_config_Global _NetworklPAddr'. @ Global
® Http
~ Stack Thread Hooks ~ Network Callback Hooks @ Hwi (ti.sysbiosfamily.arm.m3)
) @ Hwi (ti.sysbios.hal)
Stack thread begin hook | null ‘ Status report hook | null | ® Idle
Stack thread initialization hook| null ‘ Network open hook | null | @ Memory
Stack thread delete hook | null ‘ Metwork close hook | null | ® Program

® Semaphore
Network IP address hook InethAddrHook | ”

User defined hook function to run in the NDK Network IP address
callback function, NetworklPAddr(). The Network IP address callback
unction is called when an IP address is added or removed from the
system. This hook function will run immediately, upon entering the
NetworklPAddr() function and is passed the same arguments passed to
NetworklPAddr(), IPAddr, Ifldx, fAdd

Figure 13-1. Network IP Address Hook Function
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13.2 Run the enet_httpget_tirtos Example
Figure 13-2. Enet_httpget_tirtos Output

B Console =2

TM4c129.coxml.CIO
ks in flash
Starting the HTTP GET example

System provider is set to SysMin. Halt the target to view any SysMin contents in ROV.
Service Status: DHCPC : Enabled : : 000
Service Status: DHCPC : Enabled : Running : 0080
Metwork Added: Tf-1:192.168.254.93

=4
i

- @17
Sending a HTTP GET request to 'www.example.com'

HTTP Response Status Code: 200

Received 1256 bytes of payload
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